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Tools & Resources

• Developed multiple COVID-specific tools and 
resources:

o Back to Business Resource Guide

o Telehealth Guide

o Infection Control FAQs

• Risk Management team responded to at least 
401 COVID-related outreaches March 10-August 
31

o Phone and email

o Subjects including telehealth, practice 
management, and scope of practice

o At least 204 hours total

• Retained Medical Management Associates and 
Smith Anderson for member support with 
practice management and employment law

o $50K pool of consulting time for practices
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COVID-19 Response
Member Services

• Member Services representatives responded 
to 582 COVID-related emails from members 
between March 9 and August 31

o Subjects including telehealth, billing, 
leaves of absence

• HR|Experts—dedicated on-call human 
resources consulting for Curi members

o Responded to 1,295 COVID-related phone 
calls and emails March-August

o Spent 300+ hours supporting members 
with COVID-related questions March-
August
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COVID-19 Response
COVID-19 Practice Command Center

• COVID-specific landing page within Curi 
website

• Divided into FAQs, Resources, and Latest 
News

• 37,167 page views between April 3-August 31
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COVID-19 Response
Daily Member Email

• Email sent daily or near-daily (as news 
warrants) to all Curi physician members, 
practice administrators, brokers, and external 
partners

• Covers Curi-specific news and resources, 
federal news, and relevant state-specific news

• Reach:

o 63 emails sent March 20-Sept. 15

o 9,947 recipients on list 

o 27.4% open rate (6% higher than industry 
average)

• Very well-received by members:
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COVID-19 Response
Coverage Support

• Suspended all premium invoicing from March 
until June 30

• Offered suspended MPL coverage up to one 
year for any practices needing to close 
temporarily

• Offered leave of absence coverage of up to 
one year for any furloughed physicians/APPs

• Relaxed qualifications for Part-Time 
discount
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COVID-19 Response
Webinars

• Series of six COVID-specific webinars:

o Managing a Practice’s Retirement Plan During 
COVID-19, April 30

o Practice Financing and Relief Funds, May 7

o Telehealth Pre- and Post-COVID, May 14

o Risk, Policy, and Professional Liability, May 21

o Practice Management in a Pandemic, May 28

o HR Best Practices and Legal Compliance, June 4

• Engaged attendee base

o 311 attendees total

o Average 52 per webinar

o Attendee satisfaction score of 4.5 out of 5
in post-webinar surveys
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eMD and Broad 
Regulatory 

Policy Updates
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e-MD® Network Security & Privacy

» Privacy breach costs, patient notification expenses, and patient 
support and credit monitoring expenses

» Privacy regulatory defense and penalties

» Network asset protection—coverage for lost income related to 
business interruption expenses

Designed to provide a comprehensive solution to protect your 
network security and privacy exposures, this coverage is 
automatically provided at $50,000 per medical practice.

» Billing error proceedings (RAC, qui tam, commercial payor)

» Allegations of OSHA, ADA, Stark, and EMTALA violations

» Disciplinary proceedings related to professional 
conduct/competency issues, including actions by any 
professional review body (hospital or managed care 
organization) or state licensing board

This coverage automatically provides your providers with 
$50,000 each toward reimbursement of defense costs, fines, 
and penalties.

Broad Regulatory

Malpractice isn’t the only risk your practice faces. That’s why Curi automatically provides you with two other coverages, at 
no additional charge, as part of your medical professional liability policy.

Automatic Coverage: Cybersecurity & Regulatory

11
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Do You Need More Cyber & Regulatory Coverage?
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eMD eMD & MEDEFENSE MEDEFENSE

Type of Higher Limits Coverage Purchased (2020)

In addition to the amount that’s automatically included with their MPL policy, many 
Curi practices elect to purchase higher cyber and regulatory coverage. 
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Higher Limits Elected by Curi Practices (2020)

eMD eMD & MEDEFENSE MEDEFENSE+
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What’s New…
• NAS acquired by Tokio Marine (April 2019)

• Converting from NAS Lloyd’s Coverage Form to TMHCC (eff. Nov. 1st)

• With new policy comes enhancement to eMD higher limits cover

• Additional Limits

• Post Breach Remediation

• Bricking Loss Coverage

• Court Attendance Cost

• Requirements

• Segregated server back-up

• Dual authentication for remote access to servers and email
15
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New Member Benefit:

Cybersecurity Threat 
Assessment
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As part of our commitment to offering comprehensive risk management to our members, Curi is offering you access to 
a new Security Threat Assessment. The assessment is valued at $500 but is provided at no additional charge to Curi 
member practices, as a benefit of membership.

The assessment is provided by One Source, whose team of highly skilled security experts will leverage best-in-class 
technology to evaluate your practice’s cybersecurity policies, vulnerabilities, and protective measures in three steps:

MEMBER BENEFITS

Security Threat Assessment

19

Discovery
Identify security 
vulnerabilities and 
evaluate your practice’s 
risk exposure

Consultation
Develop a plan to establish a 
secure network with minimal 
exposure, using industry best 
practices and customized 
mitigation strategies

Tracking
Monitor the evolution of 
cybersecurity protective 
measures and policies through 
ongoing assessments of your 
practice’s security progression

The link for the free assessment is https://ms.onesource.net/curi/. When prompted, enter the referral code CURI. 
Click here to learn more about this new benefit.

https://ms.onesource.net/curi/
https://curi.com/curator/wp-content/uploads/2020/07/Curi-Security-Threat-Assessment.pdf?utm_source=Curi&utm_campaign=ea255d6981-EMAIL_CAMPAIGN_5_8_2020_COPY_01&utm_medium=email&utm_term=0_6d943c4a93-ea255d6981-134696869


© 2020 Curi

As part of our commitment to offering comprehensive risk management to our members, Curi is offering you access to 
a new Security Threat Assessment. The assessment is valued at $500 but is provided at no additional charge to Curi 
member practices, as a benefit of membership.

The assessment is provided by One Source, whose team of highly skilled security experts will leverage best-in-class 
technology to evaluate your practice’s cybersecurity policies, vulnerabilities, and protective measures in three steps:

MEMBER BENEFITS

Security Threat Assessment

20

Discovery
Identify security 
vulnerabilities and 
evaluate your practice’s 
risk exposure

Consultation
Develop a plan to establish a 
secure network with minimal 
exposure, using industry best 
practices and customized 
mitigation strategies

Tracking
Monitor the evolution of 
cybersecurity protective 
measures and policies through 
ongoing assessments of your 
practice’s security progression

The link for the free assessment is https://ms.onesource.net/curi/. When prompted, enter the referral code CURI. 
Click here to learn more about this new benefit.

https://ms.onesource.net/curi/
https://curi.com/curator/wp-content/uploads/2020/07/Curi-Security-Threat-Assessment.pdf?utm_source=Curi&utm_campaign=ea255d6981-EMAIL_CAMPAIGN_5_8_2020_COPY_01&utm_medium=email&utm_term=0_6d943c4a93-ea255d6981-134696869

